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# Introduction

This lab is all about layer 2 of the OSI model which is the Data Link Layer. This layer is responsible for the reliable transmission of data between two directly connected nodes on the same local area network (LAN), framing data into frames, and using MAC addresses for addressing. Additionally, this lab will tackle vulnerabilities in Data Link Layer and apply security measures to mitigate the vulnerabilities effectively.

# Network Diagram

This is the network layout which consists of multiple virtual machines (VMs) running on different operating systems (Windows, Linux), as well as a virtual network switch configured to communicate with other network devices.

*(Screen label) A Visio diagram of the final network.*

# Vulnerabilities and its potential impact

## MAC Flooding

# Configuration steps for security measures

## Subtopic 2.1

# Test results (before and after scenarios)

## Subtopic 2.1

# Questions and answers

## What role does the Spanning Tree Protocol (STP) play in a Layer 2 network? Analyze how STP manipulation attacks could be leveraged to cause denial-of-service or traffic interception. Recommend a security-hardening plan that preserves redundancy while minimizing attack vectors.

## What is Dynamic ARP Inspection and what does it protect against?

## How does DHCP snooping, port security, and endpoint posture assessment could be integrated into a cohesive Layer 2 defense strategy?
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